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ABSTRACT

Manual voting system has been deployed for manysy@aour country. However in many parts of our ratoy
people cannot attend the voting because of seveaabns. In order to solve these problems theeensed of online
election voting system in addition to manual votaygtem. The long-term goal of this project is teagly reduce the cost
and complexity of running elections and increageatcuracy of results by removing the direct ineakent of humans in
gathering and counting of votes. The voters willdide to give their votes at any field areas bygigthe system if they

prefer online voting

In this system, the user votes using android agfiin which can be downloaded over internet. Ther hias to
login before giving his vote. Authentication wileldone using SMS confirmation and face recognitidsers can view

parties, enter votes, can verify vote via SMS anal and can view result after result is declared.
KEYWORDS: Smart Voting System, Face Recognition, Android Aggilon, Mobile Voting

I. INTRODUCTION

Now a day’s mobile phones are widely used, it isgile the development of applications for worldsvigbpular
participation by digital vote using mobiles. E-Mfaji system is the application for Android Mobile @&g System
Platform. It is application for voting (polling) peose. Application is based on Client-Server Arttiire. At server site,
we are storing a database globally. System is @dvithto three main parts one is Server, secondava lient
(Registration Centre) and third is Android cliedofer). In Java client application, Voters can stgi their name,
documents and face image for further authenticalitve system can have numbers of Android clierashEAndroid client
can view candidate information, information aboifffedent parties and can submit the vote and adsosee newly updated

status of election.

Mobile Voting has been used in lots of countriethvthe development of the E-government technolomigke
past years. Generally in these countries the eleictrvoting is supervised by the presence of thiependent electoral

authorities. The specific electronic voting machiagee used at polling stations for the voting ofi@na

Manual voting system has been deployed for manysy@aour country. However in many parts of our oy
people cannot attend the voting because of sexeaabns, sometimes people may not be in their egiom and due to
this fact they cannot do voting. In order to salkese problems there is a need of electronic vatysgem in addition to
manual voting system. After registering to systéime, voters will vote from any region by using prepd system from

their android device if they are valid voters.
Il. PREVIOUS WORK

We introduceJVoteas a ubiquitous e-voting system that addressesréiff security aspects of a remote e-voting
system. UVote leverages redundancy as a key design principle iiereht components of its architecture,

including redundancy at the voting devices, votsfieation, and multiple time voting. IWVote a user can vote form
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multiple standard devices, such as a laptop orpdelhe, in addition to going to the physical votlogation. This, along
with verification sent to multiple devices, hdlfyotecombat malicious software on a certain device. fevoan cast her
vote multiple times, reducing the effect of votdisg and user coercion. Redundancy in the diffenenys of voting
ensures that the system can combat malicious netaades. This leads to a system where electionggsoerrors can be
detected before it is over, removing the overheagkpeating it, increasing the users trust in tygem, and hence their
participation. FurthetJVotecan work as a frontend to many of the current tiaal e-voting systems, providing the user

with a convenient voting solution with guaranteassecurity, achieving the best of both worlds. [1].

In a democracy the most important aspect of theogeaay is the ability of the people to choose theier by
vote. The makes the electoral process of utmoswbitapce and increasing its requirement to the tesiclevels.
With the advent of technology, a number of e-vosggtems have come into existence. The term egaitiudes several
types of voting including when user is castingtb&e and the counting of the votes. This technologiudes punch scan,
optical scan and specialized voting kiosks. Onghefmethods is that of online voting using interiseich type of election
system are used by corporations and organizatidresesthe members are in a far off location andss as a substitute

similar to postal ballots for voters at differemreachable locations, for general elections inanty [2].

In [3] it is revealed that there is a raising iefgrfor voting on SMS cell phones, and throughaawétworking
tools like Facebook or Twitter. It's believed thhe voting process by cell phones give some detipower to the
citizens, which can actuate directly on decisiohgheir concerns. The voting process also can giggs for numerical
information surveillance about social phenomena. ths reason, the following research is being tmped with the
intention to survey future scenarios which can ocduring the international voting process by mobilevices.
The experiment has two steps: The first step rdfetie voting process with the SMS protocol, usiigb 2.0 tools to
help on information exchange during the voting psstand the second step is the construction obitppe system
which allows users of Android platform smart phorsend their votes directly to web services, fordtsnputation,

also allowing these users to exchange informatioa discussion list, accessible from the given dgvi

This paper is divided in eight parts: This secta@scribes the intention to create an electroniingoprocess
using mobile telephony, given the emergent oppdstuof programmable platform of Google Android stmphones.
Section Il describes previous jobs about e-Votiygtems. Section Ill describes the first part of #weperience:
The International Direct Digital Elections (ID2Ejth help of Web 2.0 tools to communicate the ntheme for elections
between voters and interested people. Section Btriees the second part of the experience: Thetrumtion of a
prototype system for e-Voting, and a discussionttisuse from inside Android smart phones, and & \8arvice for vote
tally information. Section V presents the resultenf the two experiences. Section VI presents theclosions.

Section VII presents the intentions for future kvokt the end it is presented the consulted refegsn

To recognize human faces, the prominent charatitarien the face like eyes, nose and mouth areactet
together with their geometry distribution and tage of the face. There are differences in shape,asd structure of
these organs, so the faces are differ in thousasags, and we can describe them with the shape tanctige of these
organs in order to recognize them. These featuirggand relative distances between them make gatterns in every
input signal. These characteristic features afea&igenfaces in the facial recognition domaingancipal components).
Once the boundary of the face is established aatdirie points are extracted, the eigenface approaehve used to extract

features from the face [4].
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lll. SYSTEM ARCHITECTURE

This system is a web-based system so fundamensdliréss related with web-based technologies such as

client-server, database, image procession propatérmine the software requirement of the system.

cEE
SERVER

ANDROID
CLIENT

JAVA
CLIENT

Figure 1: Block Diagram for Smart Voting System

The software product is a standalone system and patt of a larger system. The system will be mgdef two
parts. Before the Election Day the application Wil used for general purposes such as viewing datedi’ profiles and
past years’ election results. On Election Day agiothdependent Android application will be used foting operations.
This application will be available online for frelownload on authorized government sites. This apptin will be
installed on voter’s Android mobile. The voters tcieir votes using this application. The votewvgified using face

recognition. These votes are accepted by the systemie server. The Election Commission Authorippnfigures the

whole system according to its needs on the sertieravthe system is running.
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Figure 2: Basic Architecture of Smart Voting System

IV. IMAGE PROCESSING

In this system, face recognition is playing maiterfor authentication. Live image will be captureg mobile
frontal camera. This captured image will be sentht server for further processing. By using thigge, server checks
whether user is authorized or not. User is perrhifite voting only if he is authorized.

There are many techniques to recognize face byusiage processing. We are using some standardthlps
for face recognition. And they are Grayscale, Thoes Blurring, Scaling, Template generation & niehg.

These algorithms should process sequentially ogéma
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Figure 3: Sequence of Image Processing Algorithms
A. Grayscale Algorithm

Grayscale images have many shades of gray in betwemyscale images are also called monochromatic,
denoting the absence of any chromatic variatian, (@ne color). In this system averaging methagsexd to grayscale the

image.

In averaging method, RGB values are separated friaiel and calculate the average value by usingvahg

formula,

GS = (R+G+B) / 3.

Where GS: Average value of Red, Green and Blue.

This GS value is replaced by original pixel valBg.doing this we get the image in grayscale format.
B. Threshold Algorithm

Threshold is the simplest method of image segmientaerom a grayscale image, threshold can be tseckate

binary images.

During the threshold process, individual pixelsamimage are marked as "object" pixels if theiueals greater
than some threshold value (assuming an object tarigater than the background) and as "backgroynidgls otherwise.
This convention is known a$ireshold aboveVariants includehreshold belowwhich is opposite of threshold above;
threshold insidewhere a pixel is labeled "object" if its valuebistween two thresholds; atideshold outsidewhich is the
opposite of threshold inside. Typically, an objpiatel is given a value of “1” while a backgroundeli is given a value of

“0.” Finally, a binary image is created by coloriegch pixel white or black, depending on a piXabels.

The key parameter in the threshold process is lioéce of the threshold value. Several differenthuds for
choosing a threshold exist; users can manually sh@othreshold value, or a threshold algorithm @ampute a value
automatically, which is known asutomatic thresholdA simple method would be to choose the mean atiamevalue,

the rationale being that if the object pixels arnglter than the background, they should also ghter than the average.
C. Blurring Algorithm

In image terms blurring means that each pixel @ gburce image gets spread over and mixed intownuaing
pixels. Another way to look at this is that eackepiin the destination image is made up out of atuné of surrounding

pixels from the source image.
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Blurring an image reduces the sharpening effeds; trakes the detection more accurate. We are dadurgby
calculating the average of surrounding 8 pixelsd th&*3 windows. To increase the blur effect waé cgan surrounding

5 pixels that is 5*5 windows.
D. Scaling Algorithm

Image scaling is the process of resizing a digitelge. Scaling is a non-trivial process that inesha trade-off

between efficiency, smoothness and sharpness. lisagaled into some standard size by using diftesealing methods.
E. Template Generation & Matching

Template matching is a technique in digital imagecpssing for finding small parts of an image whichtch a
template image. It can be used in manufacturing part of quality control, a way to navigate a nwbobot, or as a way
to detect edges in images. Template matching canslimlivided between two approaches: feature-basetl a

template-based matching.

The feature-based approach uses the features se#lieh and template image, such as edges or spa®the

primary match-measuring metrics to find the bedtchiag location of the template in the source image

The template-based, or global, approach uses ttiee e@emplate, with generally a sum-comparing neetri
(using SAD, SSD, cross-correlation, etc.) that deiees the best location by testing all or a sangfl¢he viable test

locations within the search image that the temphratge may match up to.

Improvements can be made to the matching methaasing more than one template; these other temptates
have different scales and rotations. It is alscsiids to improve the accuracy of the matching methy hybridizing the
feature-based and template-based approaches. algttiis requires that the search and templateges have features

that are apparent enough to support feature magchin

V. UML DIAGRAM
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Figure 4: Activity Diagram of Smart Voting System
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VI. MATHEMATICAL MODEL
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Figure 5: State Diagram of Smart Voting System

Let G be a closed graph that represents our systeah that G = {E, V} where E represents the setddes;
E ={e0, el, e2, e3....., €llGnd V is a set of vertices; V =vQ, v1, v2, v3...., ¥7In the graphical representation of the
system, vertices in the set V represent the modufgésh are connected through directed edges ise¢h& representing the

input/output of modules. We define the vertices as,

Table 1: Vertex Definition

Vertex Modules
Vi1 New user
V2 Voter & Application User
V3 Android Application
V4 Server
V5 Java Client
V6 Database
V7 Vote

Table 2: Edges Definition

Edges Input/Output
el Register for new user
e2 Giving user data to Java client
e3 Fetching Server
ed Storing Data in Database
eb Acknowledgement to User
e6 Generate New User
e’ Fetching Application
e8 Entering Vote
e9 Sending Vote to Server
el0 Acknowledgement to User via SMS

Letfebe a rule of Ento V such that for given edge; it returns vertidesE) |- V.
Thus, for our system,

fe(el) ={vi}....... vl is called using el for registrationrafw user.

fe(e2 = {v5}....... user data is passed to v5 using e2 tdywaser documents.

fe (e3 = {v4}......user data is passed to v4 using e3 tdfetrver.

fe (ed) = {v6}...... V6 is called using e4 to store data itatiase..

fe (eH ={vi}....... vl is called using e5 for giving acknadgement to the user.
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VII.

fe (e6) ={v2}......v2 is called using €6 to create new user.

fe(e?) ={v3}....... v3 is called using e7 to fetch Androjgbkcation.

fe(e8 = {v7}....... V7 is called using e8 to enter the vdteater.

fe(e9 = {v4}....... user data is passed to v4 using e9ttthfserver.

fe(elQ = {v2}....... v2 is called using e10 for giving the moWwledgement via SMS to use.
CONCLUSIONS

This Project focused on the analysis of developn@nSmart-voting application on an android platform

The usability of this system is very high if it Wilse in real life election process. It will defigly helpful for the users who

wish to vote and the voting process will be madeyeasy by using this application. However, aftavihg tested the

system, in future we tend to add additional funwidy of image validation for the security congttaand uniqueness

which will provide very strong security for the dmtential information about vote.

VIII.

1.

10.

REFERENCES

Reem Abdelkader, Moustafa Youssef, “UVote: A biqui E-Voting System”, 2012 Third FTRA International
Conference on Mobile, Ubiquitous, and Intelligemingputing.

Sanjay Saini, Dr. Joydip Dhar, “An eavesdroppinggbrsecure online voting model”, 2008 International

Conference on Computer Science and Software Emiiigee

Vinicius O. Mirapalheta, Tania C. D. Bueno, ThiggoS. Oliveira, “Web 2.0 e-Voting System using Awidr

Platform”, http://www.pcadvisor.co.uk/news/index.&newsid=3213010 Accessed in February, 2010.

Sheetal Chaudhary, Rajender Nath, “A MultimodalBédric Recognition System Based on Fusion of Patpr
Fingerprint and Face”, 2009 International Confeeeno Advances in Recent Technologies in Commumigati

and Computing.

Anil K. Jain, Arun Ross, and Sharath Pankanti, “Biometrics: A [Tdor Information Security”,
IEEE TRANSACTIONS ON INFORMATION FORENSICS AND SEQUTY, VOL. 1, NO. 2, JUNE 2006.

Ben Adida and Ronald L. Rivest. Scratch & Vote:f&#ntained Paper-Based Cryptographic Voting, ACM
Workshop on Privacy in the Electonic Society ACNIQB.

Lazaros Kyrillidis, Sheila Cobourne, Keith Maye®istributed e-Voting using the Smart Card Web Seérve
2012 7th International Conference on Risks and gaf Internet and Systems (CRISIS).

L. Kyrillidis, K. Mayes, and K. Markantonakis, “WeBerver on a SIM card”, Lecture Notes in Enginegand
Computer Science, vol. 2183, 2010.

M. Bishop and D. Wagner, “Risks of e-voting”, Commity ACM, vol.50, no. 11, pp. 120-120, 2007.

N. K. Sastry, “Verifying Security Properties in Eteonic Voting Machines” Ph.D. dissertation, EECS
Department, University of California, Berkeley, May 2007. Available:
http://www.eecs.berkeley.edu/Pubs/TechRpts/2007&E@07-61.html




38 Niranjan Malwade, Mahesh Tavare, Akshay Kambg & Aniruddha Kakrambe

11. S. Campanelli, A. Falleni, F. Martinelli, M. Petadt, and A. Vaccarelli, “Mobile implementation amormal
verification of an e-voting system”, iAroc. 2008 Third Int. Conf. Internet and Web Apaliocns and Services
(ICTW’'08), Washington, DC, 2008, pp. 476—481, IEEE Comp8tariety.

12. Qinyuan Feng, Yan Lindsay Sun, “Voting Systems witlust Mechanisms in Cyberspace: Vulnerabilitied an
Defenses”, IEEE TRANSACTIONS ON KNOWLEDGE AND DATAENGINEERING, VOL. 22,
NO. 12, DECEMBER 2010.

b

Best Journals

Knowledge to Wisdom

/SubmiT your manucript at editor.bestjournals@gmail.com
Online Submission at http://www.bestjournals.in/submit_paper.php




